
Privacy Policy 

Foundation for Sport of South-Alföld 

Introduction 
Dél-Alföld Sportjáért Alapítvány (Foundation for Sport of South-Alföld, in short DSA, collectively, 

“DSA”, “us”, “we”, or “our”) operates (https://www.e-nevezes.hu), or through a mobile application or 

other cloud-based platform which we may make available for your use (collectively, the “Site”). This 

Privacy Policy informs you of our policies regarding the collection, use and disclosure of information 

we receive from users of the Site. Your use of the Site will constitute your acknowledgement of your 

consent to abide and be bound by the Privacy Policy. 

Data of data controller 
Name: Dél-Alföld Sportjáért Alapítvány (Fundation for Sport of South-Alföld) 

Short name: DSA 

Address: 6800 Hódmezővásárhely, Hősök tere 1. 

Organisation registration number: 06-01-0001684 

Tax ID: 19007407-1-06 

E-mail: dsalapitvany@gmail.com 

Website: https://www.e-nevezes.hu  

Legal basis of data processing 
According to Section 5 (1) of the Privacy Act, the legal basis for processing personal data is the consent 

of the data subject. When you register for our partner’s events or you create an account through our 

online registration system, you give your consent that the data detailed below may be processed. Apart 

from asking for your consent to data processing in general, we ask you to give your special consent to 

receive emails and text messages for marketing purposes. This consent can be withdrawn any time, 

regardless of other data. We have no grounds to refuse your participation in the events due to the 

withdrawal of such data. 

Registering another competitor 
Our experience shows that our customers require the opportunity to register their friends, family 

members or colleagues for our events. This simplified registration makes the life of runners and DSA 

easier as well. When registering a team, the team leader has to register the team members as well, as 

team members can only register together and we cannot expect the physical presence of all the 

members of the team. 

Thus DSA provides the opportunity for its customers to register others for its events as well. In this 

case we assume and expect that our customer who is registering the others would have the consent 

of the people concerned about processing their data in connection with registration. It is usually not 

required to have a written consent to process personal data, consequently we do not want to 

overburden our customers with bureaucratic procedures, either. 

Purposes and duration of data processing 
General purposes of data processing of DSA: 

 to identify and keep records of our customers and record registrations  

 to organize our events to inform our customers and do our promotional activities  
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 to carry out financial accounting  

 to compile statistics and analyses  

 to identify those people who are entitled to special registration offers and match these special 

offers and customers  

 to contact a family member given by the customer in case of medical problems in our events  

 to improve the quality of our services and prepare new events 

Customers in our database can register for our events any time in the future, so we should be able to 

identify them for an unlimited period of time. We might also need to be able to get access to the data 

for an unlimited period of time to provide special registration offers, to keep records of race series and 

for promotional purposes (to find those people who have entered a race the most times) Taking into 

the account the purpose limitation principle, we will store personal data of our customers in our 

database until the withdrawal of consent of our customers, that is to say we will only delete them on 

special request. 

Data transfer to other countries 
DSA does not transfer any personal data to other countries. 

Scope of data processed 
The scope of the data we process and the purposes of data processing will be specified below. It is 

important to highlight that DSA does not keep records of any special data about its customers. We only 

keep records of data given by our customers, and of values calculated from. We also keep records of 

race results (eg. net time, place, distance covered) and other data in connection with organizing races 

(race bib pick-up, confirmation of registration). 

We keep records of data of financial transactions (date, amount of money, currency, amount of money 

paid, transaction ID in case of online registration). In our online registration system paying by payment 

cards is through the safe, 3-partner online payment system of Barion, where our customers give the 

data directly to the bank, so DSA is not in possession of any data about payment cards, and we do not 

process such data. 

Start lists and lists of results 
In most of our events we publish a start list and a list of results about the participants to enhance the 

purity and transparency of sports events just as it is done in other races in the world. The start list 

includes the following data about the competitor: name, date of birth, residence (only the name of the 

municipality), citizenship, gender, sports club, and age group in the given event. On this basis, everyone 

will see who they will compete with. The list of results might also include – apart from the data of the 

start list – chip and gun times, split times, distances covered, place (overall and category), as well as 

whether the participant was disqualified, did not finish or was given a time penalty. By registering for 

the events, our customers give their consent to the publication of their data in the start lists and the 

lists of results. 

People who are authorized to have access to data  
Personal data given by our customers can be accessed only by those employees who do tasks 

in connection with registration, as well as those ones who analyze, aggregate, assess data and 

those people who are responsible for informing our customers before and after the events. The 

people mentioned above include the following: 

 people who register entrants and record data 

 system operator, operator of our database 

 financial workers 



The location of our servers involved in data management 
The location of the data management done by MediaCenter Hungary Kft. (6000 Kecskemét, 

Sosztakovics u. 3. II/6, cégjegyzékszám: 03-09-114492, adószám: 13922546-2-03). 

Data stored on participants/customers 
A The data listed below is used to identify the participants (e.g. to distinguish the participants with 

similar names), to contact them, to provide the service (e. g. to send out notifications regarding the 

races), to run the races (e.g. to assign bibs and starting zones, create different categories, establish the 

results by category, check entries, resolve problems), for financial summaries, and for the marketing 

services detailed above. The data that is not essential for registration and sign up is marked as optional. 

T-shirt sizes are needed partly to be able to order the right quantity of each size of the T-shirts for the 

given race, and partly to have this information for future events when we provide complimentary 

Tshirts – this way we can have an estimate on the amount of T-shirts needed for each size. Therefore, 

if we ask for the T-shirt size upon registration it does not automatically mean that a complimentary T-

shirt is provided at the given race – only if the registration fee section in the information of the event 

specifically says so. 

Basic data: 

 ID in the database (runner ID) 

 full name, name suffix, 

 date of birth 

 permanent / mailing address, 

 phone number, 

 e-mail address, 

 sports club (if applicable, not mandatory – it appears in the start list and results list, 

 according to international practice), 

 chip number of the runner’s own chip (if applicable, not mandatory), 

 whether the runner agrees to receive other information and e-mails regarding future events 

 and opportunities, 

 last used billing name and address (generated automatically if somebody asks for an invoice 

through our online system – this is for the convenience of our customers so that it’s not 

necessary to type it in every time), 

Additional data recorded about participants who sign up through the online registration system: 

 online ID, 

 username, 

 encrypted password, 

 transaction ID upon paying online with card, which is necessary for financial control and for 

 problem solving. 

Data regarding the different races: 

 the goal time and actual finish time of the race (or the distance traveled, in case of timed 

 races), category, place, part times in certain cases, 

 paid registration fee, type of discount, payment method and date 

 bib pick-up, confirmation, date of deferral, 

 T-shirt size, 

 other remarks related to the administration (deferring the entry, clarifying payment issues, 

transferring the entry to another individual, etc.). 



Deleting your data 
Our customers can ask us any time to delete their personal data from our database under the law. If 

you have already registered for an event, you have to retrieve from the competition at the same time. 

Even if the data subject has withdrawn his consent, under Section 6 (5) of the Privacy Act we will be 

able to store the data where this is necessary for compliance with a legal obligation pertaining to the 

controller or for the purposes of legitimate interests pursued by the controller or by a third party. Our 

legal obligations include complying with audits, for which we need the payment data stored in the 

database. Our legitimate interest is to save the integrity of the database. That is why for technical 

reasons (due to the structure of databases) we cannot delete data which is closely linked to other data 

(eg. external key) It is our legal obligation, and at the same time it is our legitimate interest and 

obligation to third parties to save the backups so as to be able to restore the database if it has been 

damaged. Data from the backups cannot be deleted, only from the production server. Only the system 

administrator can have access to the backups, and we only use them in case of malfunctioning to 

restore the system. It is our legitimate interest to be able to get statistical data from our database so 

that the number and statistical composition of entrants will remain the same. It is the legitimate 

interest of third parties that we should be able to track who registered them for the event concerned. 

(If you have registered someone, then that person might have problems if we cannot clarify the details 

of registration). If a team member asks us to have his/her data deleted, we do not want to delete the 

registration and results of the whole team.  

Consequently, we can only delete the data of those customers who have never registered for any of 

our events, have not bought any products and services from us, that is to say they have only created 

an account. The data of those people who registered in person, or transferred the registration fee, that 

is to say there is no important data about them in our online registration system, can be deleted from 

the online registration system – however, the necessary data will remain in our main database. Apart 

from that, we delete their name, their address, the name of their club, the name of the person who 

’should be contacted in case of an accident’, the name of their company if it is given, their last used 

billing name and address, or any other data recorded which is not necessary to save the integrity of 

our database. 

If you have already had your data deleted, you can register for our events again in the future, but we 

cannot take into consideration your previous registrations. 

Legal remedies 

If you think your rights to the protection of your personal data have been violated by DSA or 

any of its employees, please contact DSA using any of our contact details so that we can solve 

the problem as soon as possible. Our contact details can be found at the beginning of this 

document.  

If you assume that DSA has not taken the necessary steps to solve your problem, you can go to 

court, or you can contact the Hungarian National Authority for Data Protection and Freedom 

of Information. 

 

Hódmezővásárhely, 2022-11-29 


